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Agenda
Microsoft Switzerland Partner Townhall

09:30 – 09:35 Opening Natasa Vuruna

09:35 – 09:55 Compliance Marion Legel

09:55 – 10:15 How to include security in your offering Uwe Lüthy

10:15 – 10:25 Who are we and what we do for you? Marco Iten from Alltron

10:25 – 10:30 Closing Natasa Vuruna

IAMCP After-Townhall event: How to include security in your offering (in German, link sent in the chat)



Teams Live Event Logistics

Chat and Q&A

?



IAMCP After-Townhall event
Topic Speaker(s

10:30 How to include security in your offering (in German) Uwe Lüthy (Microsoft) & Marco Rast 
(IAMCP)

We invite you to deepen current aspects of How to include security in your offering with Uwe
Lüthy from Microsoft.

 Interactive format, in German, to deepen the topic dealt with in the Microsoft
Switzerland Partner Townhall

 Possibility to ask your questions directly to Microsoft and receive first-hand answers

 Exclusive for IAMCP members, but the first two After-Townhalls are open to everyone

Participation via Teams Link sent in the chat



Compliance
Control and Compliance Manager at Microsoft Schweiz, Marion Legel



Partner Compliance
- Ethics & Integrity

April 2021



When our customers 
trust us, we all succeed 
and can achieve more

• Ethical deal making is everyone’s responsibility

• Unethical selling erodes trust and hurts our 
business, our partners and our customers

• Our mutual commitment to building and 
maintaining this trust means doing business the 
right way - ethically and honestly

Learn more at: 
Trustworthy Representatives & Partner Business Conduct 

https://www.microsoft.com/en-us/legal/compliance/anticorruption/reppolicy.aspx


Our commitment to
anti-corruption

• We prohibit offering or paying bribes, kickbacks, or 
other improper benefits to anyone

• We expect our representatives to share our 
commitment to integrity

• If we see signs that a representative is unethical or 
could be engaging in corrupt conduct, we end our 
business relationship with them

• Our anti-corruption compliance program is 
designed to prevent, detect, and fix compliance 
issues

Learn more at: Microsoft anti-corruption commitment 
Anti-corruption policy for partners

https://www.microsoft.com/en-us/legal/compliance/anticorruption/default.aspx
https://www.microsoft.com/en-us/legal/compliance/anticorruption/reppolicy.aspx


Governance Communication

Partner 
Compliance

• Adhere to partner agreement, T&Cs, and 
partner code of conduct

• Implement company and departmental 
policies & procedures 

• Stay informed about current and 
emerging risks and control challenges

TrainingCulture
• Let us know about your training 

needs
• Share and stay up to date with 

external regulations
• Together with Microsoft, offer 

guidance, training, and education

• Be stewards of the Microsoft partner 
compliance ecosystem 

• Encourage continuous evaluation and 
improvement activities

• Be willing, prepared, and flexible to 
implement change

• Maintain open lines of communication 
with Microsoft

• Communicate management commitment
• Prioritize timely communication and 

remediation actions





How to include security in your offering
Cloud Solution Architect for Security Microsoft Switzerland, Uwe Luethy





The digitized world is interconnected and dynamic

• Automated Policy Enforcement - to address 
changing processes and models in an agile manner 
at minimum cost

• Adaptive identity management - to respond to 
rapidly changing roles, responsibilities and 
relationships

• Data-centric and asset-centric approaches – to

o Better focus security resources by limiting the 
scope of what to protect (via trusted zones, 
tokenization, or similar approaches)

o Better monitor assets and respond to threats 
regardless of network location.

• Normalization of remote work 

• Rapidly evolving partnerships and competitors

• Rapidly changing communication patterns

• Evolving national interests and regulations



Microsoft Zero Trust Principles

To help secure both data and 
productivity, limit user access using
• Just-in-time (JIT)
• Just-enough-access (JEA)
• Risk-based adaptive polices
• Data protection against out of 

band vectors

Always validate all available data 
points including 
• User identity and location
• Device health
• Service or workload context
• Data classification
• Anomalies

Minimize blast radius for breaches 
and prevent lateral movement by 
• Segmenting access by network, 

user, devices, and app awareness. 
• Encrypting all sessions end to 

end. 
• Use analytics for threat detection, 

posture visibility and improving 
defenses

Verify explicitly





Unique insights, informed by trillions of signals



3. Assets increasingly leave the network
• BYOD, WFH, Mobile, and SaaS

4. Attackers shift to identity attacks
• Phishing and credential theft
• Security teams often overwhelmed
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Better security and user experience with Passwordless + working anywhere you want

• Business Models and Partnerships
• Technology Trends
• Regulatory, Geopolitical, Cultural 

Forces
• Disruptive Events
• Paradigm Shift to Remote Work

Employee  supplier  partners



https://partner.microsoft.com/en-US/campaigns/cloud-practice-playbooks

https://partner.microsoft.com/en-US/campaigns/cloud-practice-playbooks


Microsoft Learn
Microsoft.com/Learn

Modern Work and Security enablement for Partners

http://www.microsoft.com/Learn
https://partner.microsoft.com/en-US/training/assets/collection/modern-work-and-security-enablement-for-partners#/


Start Zero Trust Today

Modernize Security Operations

OT and IoT Environments

Datacenter Security

Productivity Security

1. Start with quick wins 
2. Plan for incremental progress

Zero Trust Deployment Guidance - https://aka.ms/ZTGuide

• User - Require Passwordless or MFA to access modern applications + apply threat intelligence and UEBA
• Device - Require Device Integrity for Access (critically important step)

• Streamline response to common attacks (Endpoint/Email/Identity)



Key Zero Trust Resources
to help you on your Zero Trust journey

Maturity Model
aka.ms/zerotrust

Business Plan
aka.ms/ZTbizplan

Deployment Guidance
aka.ms/ztguide

Zero Trust Resources
aka.ms/zerotrust

• Zero Trust: Security Through a Clearer Lens session (Recording | Slides)
• CISO Workshop Slides/Videos
• Microsoft’s IT Learnings from (ongoing) Zero Trust journey

https://aka.ms/zerotrust
https://aka.ms/ztbizplan
https://aka.ms/ztguide
https://aka.ms/zerotrust
https://onedrive.live.com/?authkey=%21AMhTvs0cQ18eMCU&cid=66C31D2DBF8E0F71&id=66C31D2DBF8E0F71%21643&parId=66C31D2DBF8E0F71%21633&o=OneUp
https://onedrive.live.com/?authkey=%21ADasNFxVKE6xm8M&cid=66C31D2DBF8E0F71&id=66C31D2DBF8E0F71%21677&parId=66C31D2DBF8E0F71%21633&o=OneUp
https://docs.microsoft.com/en-us/microsoft-365/security/office-365-security/ciso-workshop-module-3
https://www.microsoft.com/en-us/itshowcase/implementing-a-zero-trust-security-model-at-microsoft


Who are we and what do we do for you?
Lead Cloud Services – Alltron, Marco Iten



Alltron Service Marketplace



2

Direct sales for companies and 

institutionsB2B

Direct sales to householdsB2C

Trade / distribution and project 

business for specialist dealersB2B2X

Fulfillment for retailers and etailersB2B2X

D I S T R I B U T I O N  C H A N N E L S

Competec Group
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A L LT R O N  S E R V I C E  M A R K E T P L A C E

Alltron Solutions

3

6 competence centers
Customer-oriented organization and collaboration to act quickly and competently

IT Security

Datacenter

Pro AV
Physical 
Security

Work Smart

Smart 
Buildings

(coming)
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A L LT R O N  S E R V I C E  M A R K E T P L A C E

Service Portfolio

SaaS

Individual Cloud Solutions for Dedicated Use

• Centrally administrable on marketplace

• License management on marketplace

• Subscription Model > recurring revenue

Solution Bundles

Ready-made solution bundles for bordered areas of application

• Curated solution packages for the modern workplace

• “1-SKU” can be ordered on the marketplace

• Additional certified hardware components available on the marketplace

COLLABORATION

INFRASTRUCTURE

SECURITY



5

Inspiration

Transformation-
Webinars

Determine your 
digitalization status for
• Organisational excellence

• Customer centricity
• Operational excellence

• Business model

FHNW/abilicor DBA 
Compass Workshop

Transformation

Discovery

Workshops & 
Webinars

onsite ¦ online ¦ on-
demand

Stay updated with
our regular partner

communication

Update

Transformation

Build your own cloud-
and professional 

service

Your fast route to 
market with the 

Alltron Storefront

Transformation

M A R K E T  N E E D S

Development Journey Cloud Partner
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A L LT R O N  S E R V I C E  M A R K E T P L A C E

Key functions

Apps & Services Dashboards & 

My Workspace

Apps & Services contains the complete cloud services catalog of Alltron. After 

customer registration, the cloud products can be ordered in 4 easy steps and are 

automatically provisioned.

Dashboards & My Workspace is the central overview of all running and 

provisioned cloud services - listed and administrable by service or by end customer. 

In addition, access to the manufacturer management consoles is integrated, which 

enables the detailed management of the licenses.

The dashboards contains general statistics, costs, orders, subscription churn, 

expiring subscriptions, drilldown on Azure consumption etc. 

Billing Support

Billing is for product and price management, the ordering and billing process. Support is an easy-to-use ticketing system that ensures contact with Alltron's 1st 

level support.
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A L LT R O N  S E R V I C E  M A R K T P L AT Z

Your route to market: reseller storefront

1
Resellers gets their own cloud marketplace with a 

specially curated range of cloud services

Direct access to your customer

2
Storefront gets reseller branding (logo, banners)

Your branding as SaaS-reseller

3

Resellers can automate their customers' new and 

follow-up orders to Alltron

Resellers can view / edit their customers' subscriptions

Reseller can automate pricing to his customer

Automation

4
Resellers can significantly simplify and automate the 

billing process

Administration
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Storefront for reseller

No investment / no initial 
costs for plattform usage

Scaling engine for ISVs

Transformations services
& trainings

Route-to-market

Automated deployment 

Easy activation & 
automatic billing

Automation

Numerous platform 
functionalities and 

dashboard to simplify 
the cloud business

Dashboards

A L LT R O N  S E R V I C E  M A R K E T P L A C E

Summary

Office 365 billing based on days

Azure billing by minutes

No credit card required

API interface to your ERP

Billing drilldown per customer

Billing

Central management 
platform for all 

services

1 Plattform

Curated and tested 
international & local services

Professional services in 
cooperation with service

providers

Plattform onboarding and 
migration support

Services
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INTEREST
U N D  U F W E D E R L U E G E

THANK YOU FOR YOUR



Closing
Manager Partner Development Microsoft Switzerland, Natasa Vuruna



https://thedigitizer.buzzsprout.com/

The Digitizer The Hosts

Thomas Winter,
Microsoft Switzerland
OCP Lead

Philippe Maurrasse
Microsoft Switzerland
Sell-With Lead

Want to be part of The Digitizer?
Reach out to our producer Dilan (a-dikara@microsoft.com)

https://thedigitizer.buzzsprout.com/


24th of June
09h30-10h30

Topic: Swiss Data Centers & New GM of 
Switzerland

Partner Townhalls
Next dates

27th of May
09h30-10h30

Topic: Capacity gap

July

Topic: Inspire
July 14-15 (PST)

May July

All info here: aka.ms/chpartnertownhall

June

https://www.microsoftpartnercommunity.com/t5/MICROSOFT-INSPIRE-AND-PARTNER-OF/INSPIRE-2021/m-p/40281#M5
https://aka.ms/chpartnertownhall
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